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Vulnerability Assessment Summary
Check for the version of the xpdf package


Detailed Explanation for this Vulnerability Assessment



The remote host is missing the patch for the advisory MDKSA-2005:134 (xpdf).







A vulnerability in the xpdf PDF viewer was discovered. A possible hacker could

construct a malicious PDF file that would cause xpdf to consume all available

disk space in /tmp when opened.



The updated packages have been patched to correct this problem.







Solution : http://wwwnew.mandriva.com/security/advisories?name=MDKSA-2005:134

Network Security Threat Level: High


Networks Security ID: 


Vulnerability Assessment Copyright: This script is Copyright (C) 2005 Tenable Network Security



	
								

								Cables, Connectors								


						

						



Juniper MX104-AC 4 MIC Slot Chassis w/ 2x RE-S-MX104 and 2x PWR-MX104-AC
$1899.00



*New* MIC-MRATE Juniper 12-Port Multi-Rate MIC module
$750.00



Juniper Networks EX3300 EX3300-48P 48-Port Gigabit PoE+ Switch
$74.95



Juniper Networks EX2300-48P 48 Port Gigabit PoE 4 SFP 1/10G Network Switch
$135.00



Juniper Networks EX2300-24P 24 Port Gigabit PoE 4 SFP 1/10G Network Switch
$119.00



Juniper Networks EX4300-48T 48 Port Gigabit 4 QSFP 40G 2xPSU AFO Network Switch
$95.00



Juniper QFX5100-48S-3AFI 48 SFP 10G 4 QSFP+ Dual PSU Back to Front Airflow AFI
$579.00



Juniper EX3300-48P, 48 Port PoE+ Gigabit Network Switch w/ Power cord
$54.99



juniper ex2200-c-12p
$210.00



Juniper EX2300-48P  PoE+ Switch 48x 1GbE & 4 SFP+/SFP 10G uplinks, Tested
$289.00
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										No Discussions have been posted on this vulnerability.
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