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Vulnerability Assessment Summary
Check for the version of the gpdf packages


Detailed Explanation for this Vulnerability Assessment





  An updated gpdf package that fixes several security issues is now available

  for Red Hat Enterprise Linux 4.



  This update has been rated as having important security impact by the Red

  Hat Security Response Team.



  The gpdf package is a GNOME based viewer for Portable Document Format

  (PDF) files.



  Several flaws were discovered in gpdf. A possible hacker could construct a

  carefully crafted PDF file that could cause gpdf to crash or possibly

  execute arbitrary code when opened. The Common Vulnerabilities and

  Exposures project assigned the names CVE-2005-3191, CVE-2005-3192, and

  CVE-2005-3193 to these issues.



  Users of gpdf should upgrade to this updated package, which contains a

  backported patch to resolve these issues.









Solution : http://rhn.redhat.com/errata/RHSA-2005-867.html

Network Security Threat Level: High


Networks Security ID: 


Vulnerability Assessment Copyright: This script is Copyright (C) 2005 Tenable Network Security



	
								

								Cables, Connectors								


						

						



Dell R730xd 12LFF 2.6Ghz 20-C 128GB H730 2x10G+2x1G NIC 2x1100W 12x Trays Rails
$721.05



Dell PowerEdge R720XD Xeon E5-2680 V2 2.8GHz 20 Cores 256GB RAM 12x4TB
$510.00



Dell PowerEdge R720 Server -8 Trays, 128Gb SSD/4Tb, 128Gb RAM, 2x8c CPU, Proxmox
$380.00



Dell PowerEdge R730XD 28 Core Server 2X Xeon E5-2680 V4 H730 128GB RAM No HDD
$389.99



Dell Poweredge R630 2x Xeon E5-2660 v3 2.6ghz 20-Cores / 32gb / H730 / iDracEnt
$282.92



Dell PowerEdge R630 Server 2x E5-2620 V4 - 16 Cores S130 32GB RAM 2x Trays
$215.99



Dell PowerEdge R730, 2 sinks, SystemBoard, 8 trays,H330,Idrac 8 exp, 2x750w Psu
$135.00



Dell PowerEdge R730xd 12LFF 2xE5-2660v3 128GB 6 x 2TB or 4TB FlexBay 1.2TB HDD
$359.99



Dell PowerEdge R430 3.5 1U 2x E5-2680 v4 2.4ghz 28-Cores 192gb 4x Trays 2x 550w
$359.99



Dell Poweredge R630 2x Xeon E5-2680 v4 2.4ghz 28-Cores / 64gb / H330 / 2x 1TB
$249.99
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										No Discussions have been posted on this vulnerability.
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